The master's degree in cybersecurity is designed to prepare cybersecurity technology leaders. Graduates will develop skills and competencies in technical aspects of cybersecurity and will be prepared to assume responsibility for the management of cybersecurity projects and coordination of cyber operation teams. It also provides preparation for students desiring to pursue doctoral studies or teach cybersecurity courses in colleges and universities.

Earn Your Master's Degree in Cybersecurity

A Master’s Degree Program Like No Other

✓ Launch or advance your career in cybersecurity
✓ Flexible schedule beginning in fall, spring, and summer
✓ Finish the 30-credit hour, non-thesis program in one year
✓ Offered online with the option to attend classes on campus
✓ Comprehensive curriculum covering advanced principles and techniques as well as advanced topics in cyber law, policy, management and leadership
✓ Opportunities to solve real-world cybersecurity problems
✓ One-on-one advising on academic and professional development
✓ Opportunities to conduct cutting-edge research with faculty

Cybersecurity Careers

Graduates in the cybersecurity program may find careers in these roles:

- Cybersecurity project manager
- Lead software security engineer
- Principal cybersecurity engineer
- Senior security analyst
- Cybersecurity data scientist
- Computer network defense lead
- Senior cybersecurity systems architect
- Chief information security officer

Application

To apply, go to:
http://blue.odu.edu/admission/apply/

Requirements include:

- Bachelor's degree from accredited institution or equivalent
- Official transcripts from institutions attended
- Resume
- Statement of professional goals
- Two letters of recommendation

Contact

School of Cybersecurity
Old Dominion University
VAB 1032, Norfolk, VA 23529
757-683-5252 | cyber@odu.edu
www.odu.edu/cyber