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Abstract:
Changing expectations for privacy, the growing "market" for private information, the near universal availability of online services, and the changing tactics for gaining unauthorized access to information produce the need for a programmatic approach to information security, whether protecting a large or small organization. This brief defines a program and describes the components of a successful information security program that can adapt to changes in expectations for privacy as well as changes in the risks to that privacy.
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