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Over the past three decades the nature of cyber offending has changed dramatically. When first surfacing as a crime problem, much of the research focused on legal and conceptual issues related to computer crime. As well, the types of offenses and offenders have evolved from teenage hackers to organized criminals to terror networks. Today, it is recognized that cyber offending is a multifaceted problem that has requires enhanced response strategies from the criminal justice system. Efforts to identify, investigate, and prosecute cyber offenders are evolving. Criminal justice research has lagged behind. This special issue will include articles on the evolving types of cyber security crimes, investigation strategies, prosecutorial strategies, and strategies for improving criminal justice awareness about cyber offending.

Potential topics:

- Rates of cyber crime over time
- Financial offending and cyberspace
- Cybersecurity and policing efforts
- Cybersecurity and homeland security
- Cybersecurity and political agendas
- The criminal justice discipline and cyber security
- Careers in cybersecurity

Papers should not exceed 30 double-spaced pages. All manuscripts will undergo blind review.

For general guidelines related to manuscript preparation, visit the journal’s website at http://www.tandfonline.com/toc/gjup20/current.

Submission deadline: November 30, 2015

Submission procedure: email completed manuscript to bpayne@odu.edu.